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The Australian Federal Government has announced that it aims to 
introduce an Open Banking Regime which will give customers more 
control, choice and convenience in managing their money. 

With Australia’s Open Banking Report, commissioned by Hon Scott 
Morrison MP, and the supporting regulatory framework currently 
under review, the time is now for Australia’s banks, credit unions 
and mutuals to reassess operational objectives and work with 
regulators to help shape the future of Australia’s financial sector. 
   
Ahead of Australia’s first strategic Open Banking Summit 2018 we 
chat to Erik Fenna, Chief Information Officer at customer-owned 
P&N Bank, WA's largest locally owned and managed bank. In this 
article Erik explores the threats and opportunities open banking 
poses to traditional financial institutions, and further delves into 
how banks can work with government regulators to shape 
Australia’s financial future.  

https://openbanking-summit.iqpc.com.au/
https://openbanking-summit.iqpc.com.au/


Open Banking gives customers a right to direct that their information, already shared 
with their bank, be also shared with trusted third parties. It is designed to give 
customers more control over their information, leading to more choice in their banking 
and more convenience in managing their money, and resulting in more confidence in 
the use and value of an asset mostly undiscovered by customers – their data. 

However this disruption to traditional banking structures and processes will completely 
open up the industry to outsiders including tech giants like Google, Facebook and 
Amazon, as well as competition from telecommunications companies. 
As Erik Fenna, Chief Information Officer at customer-owned P&N Bank, WA largest 
locally owned and managed bank, notes; “Open Banking is definitely a double edged 
sword. You can look at it as an opportunity which we do, but you can also look at it as a 
threat.” 

P&N have categorised their possible responses to impending Open Banking initiatives 
in one of three ways. Either they could fight change, take a back seat and watch change 
happen then follow suit, or they could be proactive about the initiative and get on the 
front foot. 

“Regardless of how you view Open Banking, in all cases you would still be thinking 
about how to respond to it and the potential disruption it will cause. At P&N, we’ve 
chosen to be proactive and to get on the front foot. In an effort to prepare ourselves, 
we’ve had some significant discussions with banking partners and banking 
organisations in the UK and with others who are already working with open banking 
standards themselves,” says Erik. 

He adds; “In the UK Open Banking has already been implemented and regulatory 
models already decided. In Australia  the banking community still has an opportunity 
to shape regulation and how we work with Fintech partners. At P&N we want to be part 
of that shaping.” 
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As already emphasised, banks have a real challenge on their hands. Open Banking is an 
imminent threat, which banks will struggle to respond to due to their large, cumbersome 
structures. To survive, banks will need to think and act fast, by using Open Banking to grow 
and innovate. 
   
Being a smaller bank has actually worked to P&N’s advantage. Despite not having the 
resources of the Big Four, or even second tier Australian banks, P&N, value their ability to be 
nimble to elicit timely change through an agile response to industry changes. By embracing 
Open Banking, P&N has already begun formulating frameworks that highlight the 
opportunities the initiative poses for not just their members, but for the business and, more 
broadly, for the Australian financial sector. 

“Most of the opportunities that we’re looking at are member focused opportunities.  So, simple 
things like working with Proviso for BankStatements to use APIs instead of screen scraping. Or 
working with a personal financial management software company to allow our members to 
use PFM for their own benefit but then using the digital interfaces to manage the data 

Ultimately we want to be able to work with companies like Zero for example so that an 
accounting system can start to become a digital interface for banking as well.  We are scoping 
work with companies like Moroku with Chore Scout to provide financial education to our 
members'families and children,” says Erik.   

He continues; “for the most part, the majority of the benefits are customer facing, and while 
they do pose a threat to traditional operations, if we work with it, not against it, and innovate 
around Open Banking, then we can make it beneficial to all. At the end of the day, the banking 
sector in Australia is highly competitive, so whatever is good for our customers is good for us 
too. 

Banking is a very simple business in a lot of ways. We have accounts and we lend money, and if 
we can make any and all of those services easier for the customer to acquire and use, then 
everyone wins.  So, if we can use Open Banking standards to allow people to manage their 
money better, that’s good. If we can simplify the work of banking and make products and 
services cheaper in terms of interest rates and fees that’s beneficial, and if we can make the 
application process for lending much simpler and much faster then, again, that certainly 
benefits the customer, but it also benefits any bank that can achieve that too.” 
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EMBRACING CHANGE AS AN OPPORTUNITY TO GROW
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Open Banking, along with other disruptive technologies, continue to be a driving force behind 
the progression and innovation of the financial services sector. While Open Banking will give 
customers greater clarity, control and ownership of their data, opening the sector to further 
innovation and increasing competition, there are some concerns with how some of these 
initiatives will impact the security of consumers’ bank account data. 

“Cyber security and the safety of customer data is obviously a priority for us already, but with 
Open Banking initiatives coming into play later this year, data security will become more 
important than ever,” notes Erik. 

According to an online survey by consulting firm Accenture released late last year, all but one 
of 100 payment executives at major banks globally said they were planning major investments 
in Open Banking by 2020, with 50% agreeing that implementing the emerging concept 
increased security risk. 

However, as Erik notes, if carefully managed, with new regulations and frameworks developed 
to support it, Open Banking could actually provide greater data security with archaic practices 
like screen scraping becoming obsolete. “One of the reasons we want to move to Open 
Banking APIs with companies like Proviso is that screen scraping is not only an archaic and an 
error prone facility service, it also requires the customer to give the company their internet 
banking log in details - which is inherently a security flaw,” says Erik. 

He continues; “getting rid of the use of the internet banking password for FinTech access is 
fundamental to the growth of innovation in our sector. Having removed that as a barrier, and 
now using Open Banking APIs for security instead, other security challenges remain especially 
around which companies are allowed to have access.” 

In the UK, where Open Banking came into effect early this year, they have established a 
central Fintech registry that grants bank data access to registered Fintechs. However in 
Australia, we are yet to establish frameworks and regulations around Open Banking and 
security, which presents a great opportunity for shaping the implementation model.   

“In Australia we currently lack formal guidelines– but this presents an opportunity for us as 
financial institutions to actually work together and work with regulators to develop 
regulations that optimise the environment. We’re all facing the same challenges, so as a 
banking industry we need to work together to decide how to solve this issue,” concludes Erik. 
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If you’re interested in hearing more from Erik about effectively 
balancing the threats and opportunities Open Banking poses, and 
discussing how banks can best work with regulators to help shape 
the future of Australia’s financial sector, then join us at Australia’s 
first strategic Open Banking Summit 2018. 

The event, held in Sydney on the 19th – 20th of June brings 
together over 20 financial sector and Open Banking experts from 
the likes of Google, Westpac, Alipay, Optus, Barclays, ANZ, Suncorp, 
Xinja and Credit Union Australia. 

To secure your ticket to the event, and for special early bird pricing 
simply fill in the registration form and email to 
registration@iqpc.com.au.   
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